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INFORMATION COMMUNICATION 
TECHNOLOGY (ICT) POLICY 

POLICY STATEMENT 

The College supports the use of ICT (information and communications technology) in providing a 
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SCOPE
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Sanctions for Students breaching this policy may include limited or forfeited computer privileges, a 

caution, detention, suspension, expulsion and criminal investigations by Victoria Police. 
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Å Take images or videos with their own devices (there are College cameras that can be used 

for this purpose) 

Å Take photos or video of members of the College community without their consent 

Å Play digital games without approval from either IT Department or their teacher 

Å Connect to personal hotspots while on College Campuses 

When using College services students will never knowingly initiate or forward emails or other 

messages containing: 

Å A message that was sent to them in confidence 

Å A computer virus or attachment that is capable of damaging recipientsô computers 

Å Chain letters and hoax emails; Spam, e.g. Unsolicited advertising material 

Å Any non-educational related content 

When using College services or non-College services, students will never send or publish either 

through internet sites, e-mail or mobile phone messages: 

Å Unacceptable or unlawful material or remarks, including offensive, abusive or discriminatory 

comments 

Å Threatening, bullying or harassing material or make unreasonable demands 

Å Sexually explicit or sexually suggestive material or correspondence 

Å False or defamatory information about a person or organisation 

Å The Collegeôs name or crest without the written permission of the Principal 

Students need to be aware that all use of internet and email services can be monitored and traced 

to the accounts of specific users. 

The misuse of College services may result in disciplinary action which includes, but is not limited 

to, the withdrawal of access to services. 

DEFINITIONS 
College ICT Refers to the Collegeôs computer network, internet access facilities, computers 

and other College ICT equipment 
Cybersafety Refers to the safe use of the Internet 
ICT Information and Communication Technologies 
ICT 
equipment / 
devices 

Includes but is not limited to, computers (such as desktops, laptops), storage 
devices, cameras, phones, gaming consoles and any other similar 
technologies as they come into use 

Objectionable 
material 

Means material that deals with matters such as sex, cruelty or violence in such 
a manner that it is likely cause harassment, discrimination, emotional or 
psychological harm to students or not aligned with school values 

Parents Incudes parents, carers and guardians 
Social media Social media is any form of online or web-based publication, forum or presence 

that allows interactive communication.  The College utilises social media to 
share information with the community regarding the wide range of activities and 
events taking place at the College. 

PRINCIPLES 

There are considerable benefits to be derived from ICT in educational settings.  However, schools 

need also to be aware of risks.  The care and safety of students is an overriding obligation. 

RELATED POLICIES 

Child Safety Policy 

Code of Conduct 

Privacy Policy 

The Privacy Act 1988 

Copyright Act 1968 
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LAPTOP AGREEMENT 

Educational purpose - Students are to use the laptop, College network, IT resources or 

infrastructure for educational purposes only.  It is each studentôs responsibility to charge their laptop 

at home each evening.  The laptops must be taken to each class every day.  Students are required 

to use their laptop for homework and assessment tasks. Students are responsible for backing up 

of all personal data and the loss of data cannot be grounds for an appeal in relation to any 

assessment task or homework. Teachers will manage the use of the laptops in the classroom and 

no student is to take out or use a laptop without the permission of the classroom teacher. 

Cybersafety ï Students must not access or retain any material or activity that might put themselves 

or anyone else at risk. Students must not use ICT to bully, upset, offend, harass, threaten, defame, 

tell lies about, impersonate or harm another, even if the intention was to joke.  Students must not 

access, attempt to access, download, save, store, print or distribute inappropriate, age restricted 

or objectionable material.  Students must not bypass or attempt to bypass the Collegeôs security, 

virus protection, monitoring or filtering.  Students must not disclose their or another studentôs 
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INSURANCE




